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15 E-SAFETY POLICY

Policy Statement


ICT is crucial in helping children to experience and make active contributions in our technological world. ICT can be used as part of a child’s development and to develop the skills they will use as part of their lifelong learning. We live in a world where the use of technology is ever evolving and used more and more. We need to prepare children to develop the appropriate life skills in a safe and supportive environment.

Health and Social Care Standards My Support, My life 2017, Scottish Government. As part of being registered with the Care Inspectorate, we must comply with this document and illustrate the standards within our nursery.

1.22 I can be independent and have more control of my own health and wellbeing by using technology and other specialist equipment.

2.9 I receive and understand information and advice in a format or language that is right for me.

Aims

To set out the steps and effective procedures in place to protect children from any inappropriate use of ICT equipment, and to safeguard children from exposure to inappropriate material online.

Every child has the right to reliable information from a variety of sources, and governments should encourage the media to provide information that children can understand. Governments must help protect children from materials that could harm them. (United Nations Convention on the Rights of the Child, Article 17, access to information from the media.) 


Procedure

Internet Access

· Children never have unsupervised access to the internet
· If a child requests the use of the laptop or the tablets, this is done with adult supervision.
· Staff members ensure that children only access age-appropriate material on the internet.


Email

· Staff do not access work or personal emails whilst caring for the children.
· Only the Manager has access to the main work email address. Only the Manager has the password.
· The playrooms have a email address specifically for staff to send through documents to the Manager.

Social Media

· We have a private parents Facebook page. The Manager ensures only current parent / carers have access to the page.
· The Manager regularly checks the Facebook page privacy settings.
· Parent / carers give permission for their child’s photographs to be included on social media, covering the private and public Facebook page. Staff ensure that children not be included on social media posts are not.
· No personal information is to be shared on social media.

Tablets / Laptop

· The tablets stay on nursery premises at all times unless the staff are on a trip and the tablets are taken to take photos.
· Staff can download educational apps for the children as long as they are age appropriate.
· The tablets are used for taking photos, completing observations, and updating the Facebook page with the day’s activities.
· Children are never to have unsupervised access to the tablets or the laptop.
· The laptop can be used to research with the children. Staff supervise at all times, ensuring that only appropriate material is found.
· All devices are password protected, only staff have the passwords.


Training

GDPR training on Aldo


Policy Review

This policy will be reviewed regularly and in response to accident, incident or change in National or Local policy or guidance.
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